
Vision Statement: 

The current University of Florida highly distributed computing environment includes a wide range of Microsoft products and desktop operating systems, spread across many Domains or Workgroups. These distributed computing systems have de-centralized systems management. This leads to redundant management tasks, reduced interoperability, isolation from other systems, and increased total cost of ownership.  While this committee recognizes that a single centralized and homogeneous network system may not be in the best interest of the University of Florida to support its diverse and competing missions, it recognizes the need for like systems to share resources and interoperate and collaborate to a much greater degree. It is our ultimate vision to unify the Microsoft based systems under a common Active Directory that will allow them to work together, without sacrificing autonomy and control over local computing resources.  This integration will immediately serve to enhance the effectiveness of the current ERP project initiative and other systems currently under development, both during the development phase and later as an integral part of ERP product delivery. In the future, it will enhance security and stability by facilitating best practices across management domains, and provide a cost-effective platform for future enterprise development. 

This committee wants the implementer to develop within the University of Florida a Microsoft computing environment that provides its users with single sign-on authentication to access applications, services and shared resources, both under Active Directory and other platforms while complying with local, state, and federal rules and regulations. The system will incorporate heightened security by providing for multiple authentication protocols and assure compliance with security and confidentiality requirements imposed at the state and federal level. It will interoperate with the existing campus Kerberos system, and provide for the use of X.509 certificates, 

Smartcards, or other technical solutions serving pertinent security applications. It must most certainly support a unified directory populated with pertinent data derived from the central ERP and other systems as they develop. This environment will also include integrated email and calendaring for those who participate in the central Active Directory, and it will interoperate with all other sanctioned campus calendaring and email systems. This system will support distribution of client based software and tracking of university-managed central licenses

While a central Active Directory can’t be everything to everyone, it will be a critical and essential element in supporting the University of Florida’s drive to transform higher education with advanced technology.

Issues to be considered during implementation

· DNS – centralized vs. decentralized

· Scalability

· Hardware requirements

· Anticipated impact on help desk for support of MS suites, etc.

· Is Shands participation possible?  License issues/Opportunities

· Security  (HIPAA, FERPA, Buckley)

· WAN implications (especially IFAS)

· Project Website

· Integration/Interoperability

· Integration tools

· GatorLink

· ERP

· Kerberos

· NDS

· Disaster Recovery

· Backups and redundancy

· FTE requirements (Near and long term.)

· Training

· Continuing education

· Outreach

· Support of legacy OS – WINS, others

· Single sign on

· Assessment and reality check

· Best practices

· Account management

· Administrative access

· Group management

· Scripting tools


